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Related Links & Guides 
 

• Glossary 
• Add Payment Method: ACH User Guide 
• Add Payment Method: Cards User Guide 
• Registrant Admin Adding Users to Account User Guide 

 

 

 

 

 
  

mailto:cso@usshortcodes.com
https://usshortcodestransition.com/wp-content/uploads/2025/11/Add-Payment-Method-ACH-Transition-User-Guide-103125.pdf
https://usshortcodestransition.com/wp-content/uploads/2025/11/Add-Payment-Method-Card-Transition-User-Guide-103125.pdf
https://usshortcodestransition.com/wp-content/uploads/2025/11/Registrant-Admin-User-Management-Transition-User-Guide-103125.pdf


 

 

 
 

2 Contact Support: cso@usshortcodes.com 
   1 (888) 625-8166 

Getting Started 
 

Welcome to the new Short Code 
Registry! This guide will explain how to 
setup your password and enable 
multi-fact authentication (MFA) for 
your account. 

Account Setup Path 
 

Your setup process depends on how 
your account was created: 

1. Existing Registry User - Migrating 
from the previous system 

2. New User - Added by an Admin in 
the new SCR 

 

Once your account is created, please 
visit 
https://registry.usshortcodestransitio
n.com/scr/login           
to access the login screen and 
complete these final steps: 
 

1. Add Payment Method 
a. ACH 
b. Cards 

2. Manage Users 
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Existing Registry User 
Setup email 
 
Users and their corresponding 
details are being migrated from 
the existing SCR. 
 
The new registry will send you an 
email with the subject line: 
“Setup Your Account”  
 
Click the Setup Your Account 
button within the email to 
complete the setup or visit this 
link.  
 
Note: Account Setup emails will 
be sent from 
cso@usshortcodes.com. 
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Existing Registry User 
Reset Password 
 

To create a password, enter your 
email or User ID and click the Reset 
Password button. 

You need to use either the email 
address that received the login 
invitation or User ID from the 
existing registry to proceed. 

After entering the email or User ID 
and clicking Reset Password, a 
popup will appear directing you to 
check your email. 

NOTE: All subsequent emails from 
the registry will be sent from 
noreply@usshortcodestransition.co
m  
 

If the verification email is not 
received within 5-10 minutes, 
please reach out to our support 
team using the contact details 
displayed. 
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Existing Registry User 
Reset Password (cont.) 
 
If the email or user ID entered 
are in the system, you will receive 
the secondary verification email 
with the subject line “Reset Your 
Password”.  
 
Within the email, click on the 
Reset Password link.  
 
For security purposes, the link 
will expire one hour after 
creation. If this occurs, simply re-
start the “Reset Password” flow 
again. 
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Existing Registry User 
Set New Password 
 
After clicking on the Reset Password 
link within the email, a password 
needs to be created based on the 
following requirements:  
 

• Must not contain spaces at 
the beginning or end. 

• Must be at least 8 
characters. 

• Must contain at least one of 
the following characters (! @ 
# $ ^ _ . or ,). 

Re-enter the created password. 

Click on Set Password. 

If you need any assistance during 
this process, click the Customer 
Success Operations Team link. 

 

 

SCRoberts SCRoberts@gchtech.com 
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Reset Password Error 
Link Not Valid 
 

For security purposes, the Reset 
Password link will expire in one 
hour. If this occurs, click on the 
Request a New Link to re-start 
the Reset Password process. 
 

If you see this error, you will have 
to click on Request a New Link 
to trigger a new Reset Password 
email. 
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Existing Registry User 
Password Reset 
Complete 
 

Password reset has been 
successfully completed when 
you see the green Password 
reset dialogue box. 
 

After resetting your password, 
you will be brought back to the 
Login screen where you can 
login using your new password. 
 

Enter your login credentials, click 
Login and you will move to the 
next step to setup Multi-Factor 
Authentication (MFA). 
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New User 
Setup email 
The new SCR will not support shared 
logins and is requiring administrators 
to create individual accounts for all 
users. If you have not had your own 
registry account before, you will need 
your administrator to add you to the 
system. See the Registrant Admin 
User Management Guide for 
additional details. 
 
Once added, the registry will send you 
an email with the subject line: “You’ve 
been invited to the Short Code 
Registry”  
 
The email will include your User ID 
and a Temporary Password to access 
the system. 
 
Click the Short Code Registry Login 
button within the email to complete 
the setup.  
 
Note: Registry generated emails will 
be sent from 
noreply@usshortcodestransition.com 

 

 

Dear Sarah Carson Ross, 
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New User 
Login with Temporary 
Credentials 
 

To login copy the User ID and 
Temporary Password from the 
setup email. 

 

Click the Login button to proceed. 
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New User 
Login with Temporary 
Credentials Error 
 

If you see red text “The User and 
Password combination was 
incorrect,” that means your 
temporary password has expired.  

Reach out to your Account 
Administrator and ask them to 
resend your credentials. 

 

Instructions for how to Resend 
Credentials can be found in the 
Registrant Admin User 
Management Guide.  
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New User 
Set New Password 
 
After logging in successfully with 
your Temporary Password, you will 
be prompted to set a new 
password. Your password: 
 

• Must not contain spaces at 
the beginning or end. 

• Must be at least 8 
characters. 

• Must contain at least one of 
the following characters (! @ 
# $ ^ _ . or ,). 

Re-enter the created password. 

Click on Set Password, and you will 
move to the next step to setup 
Multi-Factor Authentication (MFA). 

If you need any assistance during 
this process, click the Customer 
Success Operations Team link. 
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MFA Setup 
 

The Short Code Registry utilizes 
Multi-Factor Authentication 
(MFA) to add an extra layer of 
security to your account by 
requiring a second verification 
step during login. 
 
The registry supports two types 
of MFA: 
 

• 3rd Party Authenticator 
Applications (as long as it 
supports a Time-based 
One-Time Passcode 
TOTP). 
 

• SMS (US Only) 
 
You can choose either method.  
 
We will cover both types of MFA 
in this User Guide.  
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Authenticator App 
 

MFA setup can be completed by 
using any authenticator app that 
supports Time-Based One-Time 
Passcodes (TOTP). 

Some examples of Authenticator 
Apps we support are: 

• Google Authenticator 
• Microsoft Authenticator  
• Duo Mobile 

After downloading and opening the 
mobile app you can scan the QR 
code shown to add your account. 

You can also set up MFA from 
entering a setup key, which is found 
under the QR image.  

Enter the code shown in the 
authenticator app and click Verify. 

 

 

mailto:cso@usshortcodes.com


 

 

 
 

15 Contact Support: cso@usshortcodes.com 
   1 (888) 625-8166 

SMS MFA 
 

If you choose MFA verification via 
SMS, you need to enter your 
mobile number.  
 

NOTE: SMS MFA is only available 
to US based phone numbers 
with a +1-country code. 

 

Select the checkbox accepting 
consent to receive SMS 
authentication texts from CTIA 
(Short Code 424632).  
 

Click Send Code at the bottom of 
the screen to receive your 
verification code via SMS. 
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SMS MFA  
 
The Short Code Registry only 
allows an SMS code request 
once every minute.  

 

If you still have not received the 
SMS text, you can click the back 
button and re-enter your mobile 
number.  

 

If you are still experiencing 
issues receiving the SMS text, 
please contact the Customer 
Success Operations Team via the 
contact details at the bottom of 
the screen.  

 

 

 

mailto:cso@usshortcodes.com


 

 

 
 

17 Contact Support: cso@usshortcodes.com 
   1 (888) 625-8166 

SMS MFA Error 
Invalid Code 
 

If you receive this error, please 
enter the code again making 
sure every digit is correct. 
 

If you are still experiencing 
issues receiving the SMS, please 
contact the Customer Success 
Operations Team via the contact 
details at the bottom of the 
screen. 
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SMS MFA Error 
Code Expired 
 

If the SMS has expired, click on 
Request Another Code.  

 

If you are still experiencing 
issues receiving the SMS, please 
contact the Customer Success 
Operations Team via the contact 
details at the bottom of the 
screen.  
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MFA Setup Complete 
 

When MFA is complete you will 
see this screen, click the 
Continue button to access the 
Short Code Registry My Account 
page. 

 

 

mailto:cso@usshortcodes.com


 

 

 
 

20 Contact Support: cso@usshortcodes.com 
   1 (888) 625-8166 

Account Setup 
Complete 
 

Once successfully logged in you 
will see the My Account section 
of the Registry.  

 
From here you can edit the 
following tabs: 
 

1. My Profile – update your 
email or personal details 

2. User Management – add/edit 
additional users  

3. Payment Method – add/edit 
your ACH and Card payment 
methods 
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Glossary 
 

Multi-Factor Authentication (MFA) - A security method that requires users to provide two or more distinct forms of verification 
to access an account or system. 

Time-Based One-Time Passcodes (TOTP) - TOTP authenticator apps are mobile or desktop applications that generate 
temporary, time-sensitive security codes used for multi-factor authentication (MFA). 

*TOTP apps generate time-sensitive security codes that refresh every 30 seconds. After setting up your account, you'll 
enter the current code from your app each time you log in to verify your identity. 
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Version History 
 

Date Version Details 

10/30/25 1.0 Initial Release 
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